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ABSTRACT. Globalization has positively influenced almost every sector in In-
dia. In the present digital world, security and management of information in
the cyber space is quite crucial. The multifarious dimension of cryptography
plays an important role in exchange of information securely. In this paper we
propose one new crypto system technique using Automatic Theorem Proving
concept by assigning various ciphers to the antecedent and consequent rules.
Here we form the sequent using plaint text, connective symbols then encrypt
this plain text into various levels using antecedent rules and consequent rules
and the corresponding assigned ciphers. Since it involves various levels of en-
cryptions and decryptions, it is difficult to the attacker to decrypt the plain text,
so that security is more. Though the encryption and decryption run time of the
proposed technique is feasible, the security levels are infeasible.

1. INTRODUCTION

In this paper we discuss new encryption and decryption method using Auto-
matic Theorem Proving [6, 14] in which we assigned different ciphers to the
antecedent and consequent rules. Before forming encryption sequent we obtain
level-1 cipher text using another cipher which was not used in the antecedent
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and consequent rules. Here we used vigenere cipher to obtain level-1 cipher.
Since we assigned different ciphers to the antecedent and consequent rules, we
get level-2, level-3, ..., level-k cipher texts, where k is the number of connectives
used in the encryption process. This system contains one public key [9] with a
set of variables obtained in the level-k encryption sequent. Here these variables
take in the same order obtained in the level-k encryption sequent. Also this sys-
tem contains two secret keys; the first secret key is the set of connectives used
in the encryption sequent to get final cipher text that is level-k cipher text. The
second secret key contains set of ciphers used to get level-1, level-2, ..., level-k
cipher texts [10, 13, 17]. Since we get different levels of cipher texts, it is diffi-
cult to the attacker to decrypt the original plain text from the public key. Even
if the attacker finds the secret keys, he will get the plain text only up to some
levels and it is very difficult to find the plain text. The crypto system described in
this paper is more secure and good than the previous methods and this system
includes the procedures of techniques of encryption and decryption [22].

1.1. Description of automatic theorem proving. Automatic theorem prov-
ing [8] is used to check whether given statement is valid or not from the set
of premises. It includes antecedent rules, consequent rules, sequent, axioms,
statements, premises. It contains a set of rules and procedure which allows one
to construct each step of derivation in a specified manner without any barrier to
any ingenuity and finally to arrive at a last step. Even though this procedure is
mechanical, it is a full decision process for validity of the statement/conclusion
more than any other previous available methods. The system described is more
efficient than the previous methods and this system includes the procedures of
techniques of derivation. This system of derivation consists of 10 rules, an axiom
schema and rules of well-formed sequent and formulas [6,14].

1. Variables: the capital letters A, B, C.... P, Q, R.... are used as statement
variables and statement formulas.

2. Connectives: The connectives appear in the formulas with the order of
precedence as given.

3. String of formulas: A string of formulas is defined as follows:
(a) Any formula is a string of formulas;
(b) If alpha and beta are strings of formulas, then alpha, beta and beta,

alpha are strings of formulas;



AN IMPROVED CIPHER BASED AUTOMATIC THEOREM PROVING TECHNIQUE. . . 3123

(c) Only those strings which are obtained by steps (a) and (b) are
strings of formulas, with the exception of the empty string which
is also a string of formulas.

Note: The order in which the formulas appear in any string is not
important and so the strings A, B, C; B, C, A; A, C, B; etc., are the same
[3,5].

Sequent: If alpha and beta are strings of formulas, then they are called
a sequent in which alpha is denoted the antecedent and beta the con-
sequent of the sequent. Thus A, B, C, D, E, F is true if and only if A B
C D E F is true. i.e., A sequent is true if and only if either at least one
of the formulas of the antecedent is false or at least one of the formulas
of the consequent is true. In this sense, the symbol is a generalization
of the connection to strings of formulas. Similarly, we use the symbol
applied to strings of formulas as a generalization of the symbol. Thus
A ⇒ B means ”A implies B” or is a tautology while means that is true.
Ex: P,Q,R ⇒S P,N The empty antecedent is interpreted as the logi-
cal constant ”true” (T) and the empty consequent is interpreted as the
logical constant ”false” (F).

5. Axiom Schema: If alpha and beta are strings of formulas such that every
formula in both alpha and beta is a variable only, then the sequent is an
axiom if and only if alpha and beta have at least one variable in common.
For example: A,B,C ⇒S P,B,R is an axiom, where A, B, C, P, R are
variables

6. Theorem: The following sequences are theorems of our system:
(a) Every axiom is a theorem.
(b) If a sequent alpha is a theorem and a sequent beta results from

alpha through the use of one of the above rules of the system which
are given below, then beta is a theorem.

(c) Sequences obtained by (a) and (b) are the only theorems [2,4].

1.2. Rules. The following rules are used to combine formulas within strings
by introducing connectives {e,∧,∨,→,↔}. Corresponding to each of the con-
nectives there are two rules, one for the introduction of the connective in the
antecedent and the other for its introduction in the consequent. In the descrip-
tion of these rules, there are strings of formulas while X and Y are formulas to
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which the connectives are applied [23].

Antecedent Rules:

Rule 1: e ⇒ : If α, β ⇒ X, γ, then α, eX, β ⇒ γ

Rule 2: ∧ ⇒ : If X, Y, α, β ⇒ γ, then α,X ∧ Y, β ⇒ γ

Rule 3: ∨ ⇒ : If X, α, β ⇒ γ and Y, α, β ⇒ γ, then α,X ∨ Y, β ⇒ γ

Rule 4: →⇒ : If Y, α, β ⇒ γ and α, β ⇒ X, γ, then α,X → Y, β ⇒ γ

Rule 5: ↔⇒ : If X, Y, α, β ⇒ γ and α, β ⇒ X, Y, γ, then α,X ↔ Y, β ⇒ γ

Consequent Rules:

Rule 1: ⇒e: If X,α⇒ β, γ, then α⇒ β, eX, γ

Rule 2: ⇒ ∧ : If α⇒ X, β, γ and α⇒ Y, β, γ, then α⇒ β,X ∧ Y, γ

Rule 3: ⇒ ∨ : If α⇒ X, Y, β, γ, then α⇒ β,X ∨ Y, γ

Rule 4: ⇒→ : If X, α⇒ Y, β, γ, then α⇒ β,X → Y, γ

Rule 5: ⇒↔ : If X, α⇒ Y, β, γ and Y, α⇒ X, β, γ, then α⇒ β,X ↔ Y, γ

2. PRELIMINARIES

2.1. Play fair Cipher: Here we use the key word CHARLES (Charles Stone in-
vented this cipher). Draw 5x5 matrix with the key word, first removing any
repeated letters, as follows [18,19]:

C H A R L
E S B D F

G I/J K M N
O P Q T U
V W X Y Z
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For example the plain text is ’meet me at the bridge’, write this as ’me et me
at th eb ri dg ex’ and to make the even number of letters fill the space with ’x’. If
any repeated letter is there in the plain text, the same pair is separated by filler.
Suppose if the plain text is ’balloon’ then we write this as ’ba lx lo on’. If the
plain text letters are in the same row, each is replaced by the letter to the right
with the first element of the row circularly. That is ’eb’ is replaced by ’sd’ and
’ng’ is replaced by ’gi’ or ’gj’. If the plain text letters are in the same column,
then each letter is replaced by the letter beneath and with the top element of
the column circularly. That is ’dt’ would be replaced by ’my’ and ’ty’ would be
replaced by ’yr’. If the plain text pair is not in the same row or column then
each plain text letter in a pair is replaced by the letter that lies in its own row
and column occupied by the other plain text letter. Suppose ’me’ becomes ’gd’
for the plain text ’meet me at the bridge’ the corresponding cipher text is ’gd do
gd rq pr sd hm em bv’.

2.2. Vigenere Cipher: It [15, 19] is a substation cipher also known as polyal-
phabetic cipher. While moving through the plain text, we use different mono al-
phabetic substitutions. Here plain text and cipher text is equal to (Z26)m where
’m’ is a positive integer. Also key space is (Z26)m, that is k = (k1, k2, ...km) ∈
Km and number of possible key words of length m is (26)m. For encryption
ek(x1, x2, ...xm) = (x1 + k1, x2 + k2, ...xm+ km) under the modulo 26 and decryp-
tion is dk(y1, y2, ...ym) = (y1 − k1, y2 − k2, ...ym − km) under the modulo 26.

2.3. Rail fence technique: In this [15, 18, 19] cipher a different kind of map-
ping is achieved using transportation technique. Here plain text is writing down
as sequence of columns and cipher text is read as sequence of rows. For ex-
ample, consider the plain text ’meet me after the party over’; by applying rail
fence technique of depth 2, we get the cipher text by the following steps. First
write the plain text as sequence of columns of dept 2, now the cipher text is
’mematrhprysvretefeteatioe’. To decrypt this again we have to apply reverse of
rail fence technique with dept 2 we will get required plain text.

m e m a t r h p r y s v r
e t e f e t e a t i o e

2.4. Permutation cipher: It is also known as transportation cipher. Here plain
text and cipher text is equal to (26)m which is same as Viginere cipher. Key space
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is a set of all possible permutations of {1, 2, ...m}. For each permutation π ∈ k,
the encryption is eπ(x1, x2, ...xm) = [xπ(1), xπ(2), ..., xπ(m)] and the decryption is
dπ(y1, y2, ..., ym) = [yπ−1(1), yπ−1(2), ..., yπ−1(m)] where π−1 is the inverse permuta-
tion of π [20,25].

2.5. Substitution Cipher: In this plain text and cipher text are equal to all
twenty-six English alphabets. Here k is the key space which is a set of all possible
permutations of 26 alphabet characters. For each permutation φ ∈ k, eφ(x) =

φ(x) where x is from the plain text set, the decryption is dφ(y) = φ−1(y) where
y is from the cipher text set [1,7].

3. PROPOSED ALGORITHMS

3.1. Encryption process: In this part [21] first we find level-1 cipher text from
the plain text using Vigenere cipher. Then divide this level-1 cipher text into
blocks where each block contain p number of alphabets where p is the length of
the word in the vigenere cipher. Now label these blocks as X1, X2, X3, ...., Xm,
where ’m’ is the finite value. If Xm block does not contain p number of al-
phabets then fill the blanks with the alphabet x. Form the sequent with these
labels and connective symbols {e,∧,∨,→,↔} using automatic theorem prov-
ing [6,14] concept and make sure that the statement formula will contain in the
consequent part only in the encryption sequent α, β, χ ⇒S nβ, δ for n = 1, 2, ...

finite value where α, β, χ, β&δ are simple atomic variables or compound state-
ments. Then apply antecedent and consequent rules and we get level-2, level-3,
..., level-k cipher texts where k is number of connectives in the first encryption
sequent. We stop applying the rules until all the connective symbols were elim-
inated in the sequent. The level-k cipher text is the final cipher text which will
be sent to the receiver. Since different levels cipher texts occur in each level, it
is very difficult to the attacker to retrieve the plain text, so that security is more.
Here the first secret key is the set of ciphers used in antecedent and consequent
rules and to obtain level-1 cipher text [15, 18, 19]. That is public key set con-
tain two parts, first part contain the variables have to be use in antecedent part
while forming first decryption sequent. Similarly, variables in the second part of
the public key have to be used in consequent part while forming first decryption
sequent. In the public key [11] these two parts were separated by the symbol
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’;’. The second secret key is the set of ”antecedent and consequent rules used in
order to get level-2 to level-k cipher texts”. That is second secret key contains
the order of the connective symbols we removed in the encryption sequents. In
the second secret key one connective symbol has to apply to two variables or
two statement formulas only in the process of decryption. The public key is set
of ”variables Xj

i with 1 ≤ i ≤ m and 1 ≤ j ≤ k in the final encryption sequent”
where all the connectives were eliminated.

3.2. Encryption algorithm:
Input: Plain Text (MILITARY IS READY TO ATTACK)
Output: Cipher Text (KVDPZRYJWEYCQFMNURAMWPAQ)
1. Start
2. In initial phase plain text is taken as input

(MILITARY IS READY TO ATTACK)
3. Apply Vigenere cipher to get level-1 cipher text [1,7]
4. Divide level-1 cipher text into p blocks
5. Label blocks with X1, X2...Xm

6. Formation of 1st encryption sequent with X1, X2, ...Xm

7. Apply antecedent and consequent rules on the 1st Encryption sequent
until all the connectives are eliminated, then we get
level-1, level-2...level-k cipher texts

8. Level-k cipher is the Final cipher text
9. Stop

3.3. Decryption process: The final cipher text obtained from the Alice has to
be divided into the p letter blocks. Label these blocks with the variables Xj

i

with 1 ≤ i ≤ m and 1 ≤ j ≤ k from the public key. Form the decryption
sequent αj, βj,⇒SDn χj, δj for 1 ≤ j ≤ k and n = 1, 2, ... finite values where
aj, bj, cj, dj are the variables from the public key [11]. Using private key, write
the decryption sequens. Use the connectives in the secret key in reverse order
i.e. from backward direction to decode the cipher text. Use the implications in
the secret key from the right and ’R followed by connective symbol’ represents
rules that has to apply in decryption consequent part. Similarly, ’L followed by
connective symbol’ represents that rules has to apply in decryption antecedent
part’. With one connective symbol in the secret key we have formed compound
statement by taking two variables or two compound statements by considering
the order. Repeat the process until all the connectives are used in the secret
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key. In this process we get ’plain text-k, plain text-(k − 1), ...plain text-1, from
level-k, level-k − 1, ...level-1 cipher texts’. For the plain text-1 apply Vigenere
cipher decryption process and we get required plain text [20,25].

3.4. Decryption algorithm:

Input: Cipher Text (KVDPZRYJWEYCQFMNURAMWPAQ)
Output: Plain Text (MILITARY IS READY TO ATTACK)
1. Start
2. In final phase cipher text is taken as input

(KVDPZRYJWEYCQFMNURAMWPAQ)
3. Divide cipher text into blocks where each block contain p

number of alphabet
4. Label the blocks with Xj

i with 1 ≤ i ≤ m and 1 ≤ j ≤ k in the same
order as in the public key

5. Form the decryption sequent’s using L-connectives or R-connectives
in private key from backward direction. Repeat the process until
all the L-connectives or R-connectives used

6. We get plain text-k, plain text-(k − 1), .... plain text-1
7. Apply decryption process of Vigenere cipher to the plain text-1 [1,7]
8. We get required plain text
9. Stop

4. IMPLEMENTATION OF ENCRYPTION AND DECRYPTION

Symbol Name
X ∧ Y caser cipher
X ∨ Y permutation cipher
X → Y play fair cipher
X ↔ Y substitution cipher
7X rail fence technique
a-0, b-1, c-2, .....z-25 alphabets and its values in
⇒Sn encryption sequent
⇒SDn n- decryption sequent
a-connective connective symbol used

in antecedent part
c-connective connective symbol used

in consequent part
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4.1. Implementation 1:

• Plain text: MILITARY IS READY TO ATTACK
• Using Vigenere cipher with key work: DOPE = (3, 10, 14, 15, 4)
• MILI| TARY| ISRE| ADYT| OATT| ACKx
• Level -1 cipher text: PWAM| WOGC| LGGI| DRNX| ROIX| DQZx
• Say (PWAM| WOGC| LGGI| DRNX| ROIX| DQZx)= (X1|X2|X3|X4|X5|X6)

Now for the sequent with the above variables X1, X2...X6 using connective
symbols {e,∧,∨,→,↔} make sure that the statement formula completely lies
on consequent part only. ⇒S1 (X6 ∧ X3) → ((X1 ∧ X2) → (X5 ∨ X4)), by
using rule ’implies →c’ then the sequent 1 changes to (X1

6 ∧ X1
3 ) ⇒S2 ((X1

1 ∧
X1

2 ) → (X1
5 ∧ X1

4 ) where X1
6= TBVY, X1

3= NCJK, X1
1= WHKR, X1

2= PVOE,
X1

5= TCWK, X1
4= MDZK which is level-2 cipher text. To get level-3 cipher

text apply the rule ’rule →c’ to then the sequent 2 changes to (X11
1 ∧ X11

2 ),
(X1

6 ∧ X1
3 ) ⇒S3 (X11

5 ∧ X11
4 ) where X11

1 = HSAM, X11
2 = WO VG, X11

5 = TM
XN, X11

4 = ROXI. Again applying rule ′∧ ⇒′ and ′ ⇒ ∨′ on the sequent 3
then we get the sequent 4 as X111

1 , X111
2 , X11

6 , X11
3 ⇒S4 where X111

1 = KVDP,
X111

2 = ZRYJ, X11
6 = WEYC, X11

3 = QFMN, X111
5 = URAM, X111

4 = WPAQ which is
level-4 cipher text. Since all connective symbols are eliminated in the sequent
4, we can stop the process and conclude that it is final cipher text [12, 16].
The final cipher text is KVDPZRYJWEYCQFMNURAMWPAQ. The public key is
(X111

1 , X111
2 , X11

6 , X
11
3 ;X111

5 , X111
4 ) and secret key1 is (level-1: Vigenere, ∧:caser,

∨: permutation, →: play fair, ↔: substitution, e: Rail fence) & secret key2 is
(c→, c→, a∧2, c∨) where ∧2 represents that the connective ∧ has to apply twice
and similarly for other connectives. In the second secret key one connective
symbol has to apply to two variables or two statement formulas only. Consider
the cipher text as 4 letter blocks as (KVDP| ZRYJ| WEYC| QFMN| URAM|
WPAQ) and label it as (X111

1 |X111
2 |X11

6 |X11
3 |X111

5 |X111
4 ) using public key [24].

Then form the sequent from the public key by choosing the variables before
symbol ’;’ for antecedent part and after the symbol ’;’ for consequent part for
decryption such as X111

1 , X111
2 , X11

6 , X
11
3 ⇒SD1 X111

5 , X111
4 , which is level-1 se-

quent in decryption process. Here ⇒SDk represents k-level sequent for decryp-
tion process. Using secret keys form further level sequent steps by applying
one connective symbol to two variables or two statement formulas at a time as
(X11

1 ∧ X11
2 ), (X1

6 ∧ X1
3 ) ⇒ SD2 X11

5 ∨ X11
4 where X11

1 = HSAM, X11
2 = WOVG,
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X11
5 = TMXN, X11

4 = ROXI, (X1
6 ∧ X1

3 ) ⇒ SD3 (X1
1 ∧ X1

2 ) → (X1
5 ∨ X1

4 ) where
X1

6= TBVY, X1
3= NCJK, X1

1= WHKR, X1
2= PVOE, X1

5= TCWK, X1
4= MDZK &

⇒SD4 (X6∧X3)→ ((X1∧X2)→ (X5∨X4)) where X6= DQZx, X3= LGGI, X1=
PWAM, X2= WO GC, X5= ROIX & X4= DRNX. For this applying the decryption
process of Vigenere cipher we obtain the plain text as ’MILITARY IS READY TO
ATTACK’.

4.2. Implementation 2: Consider the plain the text ’government has declared
the war on enemy country’. In Viginer [24,25] cipher the key word is ’FIGHT’
which is numerically equivalent to (58 6 7 19), after applying Vigenere cipher on
plain text the level-1 cipher text is ’miykxhtgoxirnlpfpuuxsms fvtctakdfdeq’.
Divide this level-1 cipher text into letter blocks as miykx| htgox| irnlp| fpuux|
smsfv| tctak| dfdeqand equivalent to (X1|X2|X3|X4|X5|X6|X7). For the first
sequent with these variables as ⇒S1 (e((X3 → X7)∧e(X2 ∨ X5)) → (X1 →
(X6 ∨ X4))). Apply ’rule implies →’ on the above sequent we get (e(X1

3 → X1
7 )

∧e(X1
2 ∨ X1

5 )) ⇒S2 (X1
1 → (X1

6 ∨ X1
4 )) where X1

3= mhutq, X1
7= fefst, X1

2=
provy, X1

5= dibew, X1
1= nkmxy, X1

6= rorqm & X1
4= usz(q)zq. On the second

sequent apply the ’rule implies→’ we get, X11
1 , (e(X1

3 → X1
3 ) ∧e(X1

2 ∨X1
5 ))⇒S3

(X11
6 ∨ X11

4 ) where X11
1 = gmykz, X11

6 = tctan & X11
4 = fpu(x)ux. After applying

’rule ∧ implies’ & ’rule implies ∨’ on the third sequent we get e(X11
3 → X11

7 ),
e(X11

2 → X11
5 ), X11

1 ⇒S4 X111
6 , X111

4 where X11
3 = pkyit, X11

7 = ihivw, X11
2 =

suryb, X11
5 = glehz, X111

6 = rmroq & X111
4 = zzqu, sq. On the fourth sequent

apply the ’rule e implies’ we get, X11
1 ⇒S5 X111

3 → X111
7 , X111

2 ∨ X111
5 , X111

6 ,
X111

4 where X111
3 = pytki, X111

7 = iiwhv, X111
2 = srbuy & X111

5 = gezlh. Apply
the rule ’implies ∨’ on the fifth sequent we get ⇒S6 X iv

2 , X iv
5 , X111

3 → X111
7 ,

X111
6 , X111

4 where X iv
2 = bysru & X iv

5 = zhgel. On the sixth sequent apply the
rule ’implies→’ we get X iv

3 , X
11
1 ⇒S7 X iv

7 , X iv
2 , X iv

5 , X111
6 , X111

4 where X iv
3 =

wtmqk(w) & X iv
7 = w(k)phwc stop the process since all the connective sym-

bols were eliminated the sixth sequent. So the final level cipher text [12, 16]
is ”wtmqk(w)gmykzw(k)phw cbysruzhgelrmroqzzqu, sq”. The public key [24]
is {X iv

3 , X
11
1 ;X iv

7 , X
iv
2 , X

iv
5 , X

111
6 , X111

4 } and secret key1 is same as in implemen-
tation 1 & secret key 2 is {c →, a∧, c →, ae2, c∨2, c →} where e2 represents
that the connective negation e has to apply twice and similarly for other con-
nectives. Divide the above cipher text into five letter blocks as (wtmqk(w)|
gmykz| w(k)phwc| bysru| zhgel| rmroq| zzqu, sq) and using public key
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equate these blocks to {X iv
3 |X11

1 |X iv
7 |X iv

2 |X iv
5 |X111

6 |X111
4 }. Now form the de-

cryption first sequent with the variables using private key as X iv
3 , X

11
1 ⇒SD1

X iv
7 , X

iv
2 , X

iv
5 , X

111
6 , X111

4 . Using secret key and public key form further level se-
quent steps by applying one connective symbol to two variables or two state-
ment formulas at a time as X11

1 ⇒SD2 (X111
3 → X111

7 ), X iv
2 , X

iv
5 , X

111
6 , X111

4 where
X111

3 = pytki & X111
7 = iiwhv, X11

1 ⇒SD3 (X111
3 → X111

7 ), (X111
2 ∨X111

5 ), (X11
6 ∨X11

4 )

where X111
2 = srbuy, X111

5 = gezlh, X11
6 = tctan & X11

4 = fpu(x)ux, e(X11
3 → X11

7 ),
e(X11

2 ∨ X11
5 ), X11

1 ⇒SD4 (X11
6 ∨ X11

4 ) where X11
3 = pkyit, X11

7 = ihivw, X11
2 =

suryb & X11
5 = glehz, e(X11

3 → X11
7 ), e(X11

2 ∨ X11
5 ) ⇒SD5 (X1

1 → X1
6 ∨ X1

4 )

where X1
1= nkmxy, X1

6= rorqm & X1
4= usz(q)zq, e(X1

3 → X1
7 ), e(X1

2 ∨ X1
5 )

⇒SD5 (X1
1 → X1

6 ∨X1
4 ) where X1

3= mhutq, X1
7= fefst, X1

2= provy & X1
5= dibew,

⇒SD6(e(X3 → X7)∧e(X2 ∨ X5)) → (X1 → (X6 ∨ X4)) where X3= irnlp, X7=
dfdeq, X2= htgox, X5= smsfv, X1= miykx, X6= tctak & X4= fpuux. By writing
these in order like X1X2X3X4X5X6X7 we get level-1 cipher text as miykxht-
goxirnlpfpuuxsmsfvtc takdfdeq. Applying Vigenere cipher [24,25] decryption
process with the 5-letter word we get required plain text as ’government has
declared the war on enemy country’.

5. RESULTS AND DISCUSSION
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6. CONCLUSION

In this paper we developed a new crypto system method using Automatic
theorem proving; we assigned different ciphers at level-1 encryption and in an-
tecedent and consequent rules. Since different levels of encryptions are there, it
is very difficult to the attacker to retrieve the plain text from the public key. Even
if the attacker gets public key, using this public key he can decrypt the text up to
some levels only and it is infeasible to decrypt the plain text. So security levels
are more in this method. After applying programming concept to the proposed
technique we got feasible run time of encryption and decryption with infeasible
security levels. Hence the proposed method is better than the other existing en-
cryption and decryption methods. For future scope, we can define new cipher,
new antecedent rules and consequent rules and can apply to this crypto system
method.
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